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LAREDO INTERNATIONAL AIRPORT 
ACCESS MEDIA APPLICATION INSTRUCTIONS 

 
 
STEP 1-- FILL OUT THE ACCESS MEDIA APPLICATION ENTIRELY.  MAKE SURE TO USE BLUE 

INK.  DO NOT LEAVE ANY BLANKS.  SECTIONS WHICH DO NOT APPLY PLACE AN 
“N/A” (NOT APPLICABLE) ON THE BLANK.   

 
STEP 2--  TURN IN APPLICATION TO THE ACCESS CONTROL OFFICE ALONG WITH THE 

REQUIRED IDENTIFICATION.  FULL PAYMENT OF BADGE FEES ($97.00) DUE AT THIS 
TIME. 

  
STEP 3-- FINGERPRINTS AND PHOTOGRAPH WILL BE DONE BY LRD’S ACCESS 

CONTROL PERSONNEL.  RESULTS MAY TAKE FROM 72 HOURS TO TWO (2) WEEKS. 
 
STEP 5-- AFTER RESULTS HAVE BEEN RECEIVED, APPLICANT WILL BE NOTIFIED AND 

SCHEDULED TO ATTEND “SIDA” CLASS TRAINING.  SIDA CLASS IS EVERY 
WEDNESDAY AT 10:00AM AT THE AIRPORT CONFERENCE ROOM ON THE 2ND 
FLOOR. 

 
AFTER COMPLETION OF SIDA CLASS BADGE PRIVILEGES WILL BE ISSUED. 

 
 

 
 
 
 
 
 
 
 
 
 
 



 
 

 

 
APPENDIX L-1:  LRD ACCESS CONTROL MEDIA APPLICATION 

LAREDO INTERNATIONAL AIRPORT 

 AIRPORT ACCESS CONTROL MEDIA APPLICATION 

BADGING AND FINGERPRINTING OFFICE (956)795-2000 EXT. 2243 

 
Section 1   APPLICANT                                      ********USE ONLY BLUE INK********                    

 

Last First Middle 

Name________________________________ Name ______________________________ Name ______________Aliases____________ 

 

DOB _________________ Height ________ Weight ________ Eye Color __________ Hair Color __________ Gender _______________ 

 

Race ____________ State of Birth____________ COUNTRY BORN              U.S.           Other_______________Citizenship Country________ 

 

Permanent Resident Card # A-___________________Naturalization #___________________Other_______________________________ 

 

Driver License # ______________________________________ State ____________ Expiration Date _____________________________ 

 

Home Address ____________________________________ Apt. _______ City _______________________State _______ ZIP _________ 

 

Home Phone ( ___)__________________Cell Phone(____)________________E-Mail __________________________________________ 

► I understand the procedures and responsibilities for using and safeguarding the Laredo International Airport ID / Access Control Media.  I will 

IMMEDIATELY notify the Airport Dispatch 795-2000 ext. 2235 and my employer if my ID Media is lost or stolen. 

 

Employee Signature ___________________________________________ Date _______________ 

 

 
Section 2    EMPLOYER / SPONSOR 
 

Company Name _________________________________________________________________________________________________ 

 

Physical Address_______________________________________________City_______________________State _______ ZIP ________ 

 

Billing Address________________________________________________City ____________________State__________ZIP__________ 

 

Company Phone #_______________________________________________Fax #____________________________________________ 
By my signature I certify: that I am an authorized representative of the above employer and as such may execute (sign) this application; that the foregoing information is true 

and accurate; that (the named) employer authorizes fingerprints to be obtained for the purpose of performing a criminal history record check, if needed for unescorted access 

to SIDA; that this employee requires the access level as indicated below; and that the employee’s Airport Identification Badge will be returned immediately upon request, 

termination, or when access is no longer required.   

 Requested Access Level(s) AS Initials:   Grey____     Red___                 Green ___          Blue___         Purple___     Other__ 
          ALL AREAS    STERILE/SECURE    STERILE ONLY             AOA                AOA/SECURE                  

 

Does Your Employee Need to Escort Others?    YES        NO                     Will Your Employee Need Driving Privileges?      YES         NO  

                                                  □ Movement    □ Non-Movement  

 

Authorized Signatory:____________________________ Print: _____________________________Date ____________________ 

(ONLY PERSON(S) on Signatory Authority Form on File) 

 

Office Use Only                              Ground Vehicle                                                   Check Off List  

SIDA Class  □ Yes  □  No                  □    N/A                                                      □   1ST
  I.D._____________   

Escort   □ Yes  □  No      □   Movement Area                 □   2ND  
I.D. _____________               

                                                        □   Non-Movement Area                □   Empl Hst □ AUTH FP   □ CHRC □ STA     
                                                                           

                                                                                                                                   

 Fingerprints Taken 1st__________   2
nd

__________  Fingerprints Received_______              _____________________________                                                                                                                                                    

                                                                                                                                                           ASC APPROVAL                DATE                                                                 

OFFICE USE ONLY 

DO NOT DUPLICATE Appendix L-1   

 



 
 

 
LRD ID MEDIA APPLICATION INFORMATION 

 
FEDERAL REGULATIONS: 
In accordance with 49 CFR § 1542.209 and 1544.229, the airport operator will collect and process fingerprints for all persons requesting unescorted access 

to the Security Identification Display Area for the purpose of obtaining a criminal history record check (CHRC).   A copy of the criminal record will be 
provided to the individual, if requested by the individual in writing.  If the individual has questions regarding the results of the CHRC, please contact the 

Airport Security Coordinator, Capt. Javier De Hoyos, at (956) 785-1701. 

 
AUTHORIZATION FOR FINGERPRINT-BASED CRIMINAL HISTORY RECORDS CHECK 

 
PLEASE READ AND REVIEW THE FOLLOWING LIST OF DISQUALIFIYING CRIMINAL OFFENSES AS LISTED IN TRASPORTATION SECURITY 

REGULATION (TSR) 1542.209 (D). 

 

Under 49 CFR §1542.209 (e) all persons applying for unescorted access to the Security Identification Display Area (SIDA) are required to be fingerprinted in order 

for a criminal history records check (CHRC) to be completed.  No applicant may be granted unescorted access to the SIDA if the CHRC reveals a disqualifying 

criminal offense.  An applicant has a disqualifying criminal offense if the applicant has been convicted, or found not guilty by reason of insanity, of any of the 

disqualifying crimes listed below in any jurisdiction during the 10 years before the date of this application or while the applicant has unescorted access authority: 

 

1. Forgery of certificates, false marking of aircraft, and other aircraft registration violation; 49 U.C.C. 46306.. 

2. Interference with air navigation; 49 U.S.C. 46308. 

3. Improper transportation of a hazardous material: 49 U.S.C. 46312. 

4. Aircraft piracy; 49 U.S.C. 46502. 

5. Interference with flight crew members or flight attendants; 49 U.S.C. 46504. 

6. Commission of certain crimes aboard aircraft in flight; 49 U.S.C. 46506. 

7. Carrying a weapon or explosive aboard aircraft; 49 U.S.C. 46505. 

8. Conveying false information and threats; 49 U.S.C. 46507. 

9. Aircraft piracy outside of the special aircraft jurisdiction of the United States; 49 U.S.C. 46502(b). 

10. Lighting violations involving transporting controlled substances; 49 U.S.C. 46315. 

11. Unlawful entry into an aircraft or airport area that serves air carriers or foreign air carriers contrary to established security 

requirements; 49 U.S.C. 46314. 

12. Destruction of an aircraft or aircraft facility; 18 U.S.C. 32. 

13. Murder. 

14. Assault with intent to murder. 

15. Espionage. 

16. Sedition. 

17. Kidnapping or hostage taking. 

18. Treason. 

19. Rape or aggravated sexual abuse. 

20. Unlawful possession, use, sale, distribution, or manufacture of an explosive or weapon. 

21. Extortion. 

22. Armed or felony unarmed robbery. 

23. Distribution of, or intent to distribute, a controlled substance. 

24. Felony arson. 

25. Felony involving a threat. 

26. Felony involving – 

(i) Willful destruction of property; (ii) Importation or manufacture of a controlled substance; (iii) Burglary; (iv) Theft;   (v) 

Dishonesty, fraud, or misrepresentation; (iv) Possession or distribution of stolen property; (vii) Aggravated assault; (viii) Bribery; or 

(ix) Illegal possession of a controlled substance punishable by a maximum term of imprisonment of more than 1 year. 

27.  Violence at international airports; 18 U.S.C. 37. 

28.  Conspiracy or attempt to commit any of the criminal acts listed in this paragraph. 

 

 
By signing below, the applicant is stating that he/she does not have a disqualifying criminal offense. 

 

Under 49 CFR 1542.209 (l) the applicant has a continuing obligation to disclose to the airport operator within 24 hours if he or she is convicted of 

a disqualifying criminal offense that occurs while he or she has unescorted access authority. 

 

 
________________________________________  ___________________________________                                  __________________    

PRINT NAME    SIGNATURE                         DATE 

 
 
 
 

 



 
 

 

The Privacy Act of 1974 

5 U.S.C. 552a(e)(3) 

 
 

 

 

Privacy Act Notice 

Authority: 6 U.S.C. § 1140, 46 U.S.C. § 70105; 49 U.S.C. §§ 106, 114, 5103a, 40103(b)(3), 

40113, 44903, 44935-44936, 44939, and 46105; the Implementing Recommendations of the 

9/11 Commission Act of 2007, § 1520 (121 Stat. 444, Public Law 110-52, August 3, 2007); 

and Executive Order 9397, as amended.  

Purpose: The Department of Homeland Security (DHS) will use the biographic information to 

conduct a security threat assessment. Your fingerprints and associated information will be 

provided to the Federal Bureau of Investigation (FBI) for the purpose of comparing your 

fingerprints to other fingerprints in the FBI’s Next Generation Identification (NGI) system or 

its successor systems including civil, criminal, and latent fingerprint repositories. The FBI may 

retain your fingerprints and associated information in NGI after the completion of this 

application and, while retained, your fingerprints may continue to be compared against other 

fingerprints submitted to or retained by NGI. DHS will also transmit your fingerprints for 

enrollment into US-VISIT Automated Biometrics Identification System (IDENT). If you 

provide your Social Security Number (SSN), DHS may provide your name and SSN to the 

Social Security Administration (SSA) to compare that information against SSA records to 

ensure the validity of the information.  

Routine Uses: In addition to those disclosures generally permitted under 5 U.S.C. 522a(b) of 

the Privacy Act, all or a portion of the records or information contained in this system may be 

disclosed outside DHS as a routine use pursuant to 5 U.S.C. 522a(b)(3) including with third 

parties during the course of a security threat assessment, employment investigation, or 

adjudication of a waiver or appeal request to the extent necessary to obtain information 

pertinent to the assessment, investigation, or adjudication of your application or in accordance  

with the routine uses identified in the TSA system of records notice (SORN) DHS/TSA 002, 

Transportation Security Threat Assessment System. For as long as your fingerprints and 

associated information are retained in NGI, your information may be disclosed pursuant to 

your consent or without your consent as permitted by the Privacy Act of 1974 and all 

applicable Routine Uses as may be published at any time in the Federal Register, including the 

Routine Uses for the NGI system and the FBI’s Blanket Routine Uses. 

 

  



 
 

 
 

 “I authorize the Social Security Administration to release my Social Security Number and full name to the Transportation Security 

Administration, Office of Transportation Threat Assessment and Credentialing (TTAC), Attention:  Aviation Programs (TSA-10)/ Aviation 

Worker Program, 601 South 12th Street, Arlington, VA 20598. 

 

“I am the individual to whom the information applies and want this information released to verify that my SSN is correct.  I know that if I make 

any representation that I know is false to obtain information from Social Security records, I could be punished by a fine or imprisonment or 

both.” 

   __     __ 

SOCIAL SECURITY NUMBER: 

 

 DATE OF BIRTH:            / / 

   
PRINT FULL NAME:_________________________________ 

 

SIGNATURE:________________________________________________________________________________  

 
OBTAINING AN AIRPORT ID/ACCESS CONTROL MEDIA IS A PRIVILEGE. 
The Airport ID / Access Control Media is the property of the Laredo International Airport and must be returned immediately upon request, 

damaged, lost and found or no longer valid.  A replacement charge and/or penalty fee will be assessed for a lost or unreturned ID Media.  

 

CERTIFICATIONS: 

“The information I have provided is true, complete, and correct to the best of my knowledge and belief and is provided in good faith.  I 

understand that a knowing and willful false statement can be punished by fine or imprisonment or both (see Section 1001 of Title 18 of the United 

States Code.)” 

 

____________________________     ____________________________                   ___ ______ 

PRINT NAME                                           SIGNATURE                                                 DATE 

 

 

 

APPLICANT MUST PRESENT REQUIRED FORMS OF ID.   

 
EXPIRED DOCUMENTS ARE NOT ACCEPTABLE. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 
 

 

 


